
 
 

DETAILED AGENDA 
 
 

American Bar Association Business Law Section 
Cyber and Technology Law Institute and Winter Working Meeting 

Nova Southeastern University Shepard Broad College of Law 
3300 University Avenue, Fort Lauderdale FL 33328 

January 23-25, 2025 

 

Symposium Summary  

 

The NSU Shepard Broad College of Law Goodwin Program for Society, Technology and the Law 
will host a CLE Program entitled 2025 Cyber and Technology Law Institute on January 24-25, 
live and in-person at the Shepard Broad College of Law. The CLE portion of the program will run 
8:30 – 3:30 on Friday, January 24th and 9:00 – 12:45 on Saturday, January 25th. 

 

Description:  

 

The NSU Shepard Broad College of Law Goodwin Program for Society, Technology and the Law is 
collaborating with the American Bar Association Business Law Section Cyberspace Law committee 
to offer CLE programs focusing on deep dives into the most critical topics facing business lawyers 
involved with cyber activities, including privacy, cybersecurity, artificial intelligence, international 
trade and cooperation, fintech and payments, digital media, cryptocurrency, and more.  

Since 1999, the Cyberspace Law Committee has been working on issues of privacy, cybersecurity, 
e-commerce, digital media, fintech, payments, blockchain, crypto, international transfers on data, 
federated identity, intellectual property, artificial intelligence, robotics and a wide range of related 
topics. Each year the committee partners with law schools around the country to offer its institute 
as an opportunity for lawyers across all aspects of the technology spectrum to engage with each 
other and participate in discussions involving the changing regulations and business practices in 
the related fields. 

Consistent with CLE Accreditation Standard 5.01(a)(1), this program is designed to have 
significant intellectual or practical content aimed at increasing or maintaining the attorney’s 
professional competence and skills as a lawyer through the focus on legal strategies to increase 
compliance in the health care sector. The level of activity is Intermediate [CLE Accreditation 
Standard 5.01(c)] because it assumes that all participants have a basic understanding of the issues 
involved, while other participants may have more than just a basic understanding. 

Each of the topics involves practical and regulatory considerations of legal technologies and the 
technologies impacting the laws in the fields practiced. 

 

 

  



CLE Programs – Time Schedule 
2025 American Bar Association Business Law Section 

Cyber and Technology Law Institute and Winter Working Meeting 
 
 

Day 1: Friday, January 24, 2025 
8:00 am Continental Breakfast 

 
8:15‐8:30 
am 

Opening Session Welcome and remarks about the upcoming programs and 
working sessions. 
 

8:30‐9:30 
am 

CLE 1: The Year of 
Cyber Law in Review 
in Privacy and 
Cybersecurity 

Andrew C. Alleyne, Partner, Fasken Martineau 
DuMoulin LLP, Toronto, Ontario Canada  
 
Lewis Dolezal, Jr., Marysville, OH  
 
Katy Keohane, SafeGuard Privacy, New York, NY  
 
John Rothchild, Wayne State University Law 
School, Detroit, MI  
 
Michael Simon, Law Plus Data, LLC, Boston, MA 
 
Roland Trope, Trope and Schramm LLP, New York, 
NY 
 
Description: This program will highlight the most 
significant events, cases, and trends in Cyberlaw in 2024 
as we look ahead to 2025. The discussion will include (1) 
current status of the types of cybersecurity threats and 
attacks; (2) ransomware’s continued role in the global 
threat landscape, including not only traditional methods 
but emerging new threats through other channels, and the 
resulting legal and policy issues affecting both the public 
and private sectors; (3) the emergence of ransomware‐as‐
a‐service and the development of other “business models” 
involving the sale and support of ransomware functions; 
(4) artificial intelligence applications that impact privacy, 
security, and the regulatory environment; and (5) 
legislative and regulatory initiatives. 
 

9:30‐10:30 
am 

CLE 2: The Year of 
Cyber Law in Review 
in AI and Robotics 

Ted Claypoole Womble Bond Dickinson LLP, 
Atlanta, GA  
 
William Denny, Potter Anderson & Corroon LLP, 
Wilmington, DE 
 
Lisa R. Lifshitz, Partner, Torkin Manes LLP, 
Toronto, ON, Canada  
 
Lois Mermelstein,  McDermott Will & Emery, 
Austin, TX 



 
Description: This CLE program offers a 
comprehensive examination of the past year's 
significant legal developments in artificial intelligence 
law. Attendees will explore key court decisions, 
legislative actions, and regulatory changes that have 
shaped the rapidly evolving landscape of AI law. The 
course will cover issues such as AI liability, algorithmic 
bias, ethical considerations, privacy, and the 
challenges of regulating AI systems. Experts will 
discuss landmark cases, new state and federal laws, 
and international regulatory trends. Participants will 
gain valuable insights into the legal implications of AI 
technologies, preparing them to navigate this dynamic 
field and advise clients effectively in the coming year. 

10:30‐
10:45 am 

Break  

10:45‐
11:45 am 

CLE 3: Navigating 
the Crossroads of 
Cybersecurity and 
IP Law: Analyzing 
Top Cyber Threats 
Against Internal 
Company IP and 
Response Strategies 
After a Breach 

Heidi Tandy, Berger Singerman, Ft. Lauderdale, FL 
 
Description: Losing IP to cyber theft could evaporate 
a company’s competitive advantage and threaten its 
future. This CLE will explore common cyber threats to 
IP, including data breaches, phishing attacks, and 
insider threats. It also will discuss key proactive 
measures for mitigating cyber risks and safeguarding 
sensitive intellectual property assets; developing 
incident response plans tailored to rapidly address 
breaches involving intellectual property theft or 
compromise; enforcing IP rights in the face of cyber 
threats; and ascertaining if and how the stolen IP can 
be potentially modified or redeveloped to regain a 
competitive space in the market. 

11:45 am‐
1:15 pm 

Lunch  

1:15-2:15 
pm 

CLE 4: Regulating 
Relationships 
Between Banks and 
FinTechs: Synapse, 
Evolve and the 
Regulators 

Sarah Jane Hughes, University Scholar and 
Fellow, Indiana University Maurer School of Law, 
Bloomington, IN 
  
Stephen T. Middlebrook, Principal, Middlebrook 
LLC, Atlanta, GA  
 
Tom Kierner, Senior Counsel, PayPal, Inc., Ft 
Lauderdale, FL 
 
Description: In early 2023, Synapse Financial 
Technologies, a fintech company that provided 
middleware services connecting banks and other 
providers, filed for bankruptcy.  Many consumers lost 
access to funds entrusted to Synapse and its clients 
and supposedly held on deposit at Evolve Bank. 
Investigations revealed that Synapse and Evolve 
disagree by over $80 million on how much money is 
owed to consumers and it is still unclear where much 



of that money went. This program will explore the 
problems at Synapse and Evolve, the response (or 
lack thereof) from regulators, and why FDIC insurance 
hasn’t been responsive in this case. We will address 
several regulatory changes that have been proposed 
in light of Synapse and discuss whether those changes 
will actually address the problem. 
 

2:15-3:30 
pm 

CLE 5: Fan Fiction in 
Transformation in 
the Digital Media, 
Gaming & 
Entertainment 
Subcommittee 
[Florida CLE only] 

Heidi Tandy, Berger Singerman, Ft. Lauderdale, FL 
  
Jon M. Garon, Director and Professor of Law, 
Nova Southeastern University College of Law, Ft 
Lauderdale, FL 
 
Susan Stephan, University of Cincinnati College 
of Law, Cincinnati, OH 
 
Description: The subcommittee will look at the 
intersection of fan fiction with the use of AI-based 
authoring tools and other user generated content 
issues. Participants will discuss the use of block chain 
to address authorship and authenticity, the copyright 
implications of fan authored text and visual works, and 
other aspects of user generated content in the rapidly 
changing AI and metaverse environments. 
 
The subcommittee will also be exploring new topics, 
particularly those that offer opportunities to cover 
topics not addressed by the AI & Robotics committee 
as well as to collaborate with that committee and other 
ABA Sections (IP, Sci. Tech, etc.).  
 

 
  



Day 2: Saturday, January 25, 2025 
8:30 am Continental Breakfast 

 
9:00‐11:30 
am 

CLE 6: M&A Table 
Top Exercise 
Addressing  
Cybersecurity, 
Privacy, and 
Corporate 
Considerations 

Steven Teppler, Mandelbaum Barrett PC,  Boca 
Raton, FL 
 
Franklin Zemel, Saul Ewing LLP, Ft. Lauderdale, 
FL 
  
Description: This hands-on 2.5-hour workshop will 
explore how experienced business law attorneys 
navigate the complex intersection of cybersecurity, 
privacy, and corporate transactions. Through 
engaging real-world scenarios, including HIPAA-
regulated companies, SEC compliance challenges, 
and cross-border data storage, you'll work in teams 
to tackle the most pressing cybersecurity issues in 
service agreement negotiations, M&A transactions, 
and post-closing risk management. Gain actionable 
insights on negotiating key terms, identifying hidden 
risks, and protecting your clients from escalating 
cyber threats—all while earning CLE credits. 
 

11:30-
11:45 am 

Break 

11:45 am-
12:45 pm 

CLE 7: Crypto and 
Blockchain 
 

Josh Lida, JoAnn Hoffman & Associates, P.A., 
Lauderdale-By-The-Sea, FL 
 
Daniel Tramel Stabile, Partner, Winston & 
Strawn LLP, Partner, Miami, FL 
 
Andrew “Drew” Hinkes, Partner, Winston & 
Strawn LLP, Miami, FL 
 
Jessica Neer McDonald, Neer McD PLLC, Miami, FL 
 
Description: This CLE program examines the 
evolving regulatory environment for cryptocurrency 
and blockchain technology along with the expanded 
uses of non-fungible tokens in arts and commercial 
settings. Experts will discuss blockchain basics, 
current regulations, and the shift towards potential 
deregulation. Attendees will gain insights into 
navigating the complex legal landscape of crypto and 
blockchain, preparing them to effectively counsel 
clients in this dynamic industry. 

 
  



SPEAKERS BIOGRAPHIES 
2025 American Bar Association Business Law Section 

Cyber and Technology Law Institute and Winter Working Meeting 

 
 
 

 
Andrew C. Alleyne - aalleyne@fasken.com  
 
Andrew is a Partner with Fasken Martineau DuMoulin LLP in 
Toronto. His practice focuses on corporate and commercial 
transactions, particularly technology and M&A matters. 
Outside of his practice, Andrew is an active member of the 
legal community, currently serving as President of the 
Canadian Technology Law Association (CAN-TECH Law, 
formerly IT.Can), Vice-Chair, Non-US Cyber Regulatory 
Subcommittee of the Cyberspace Law Committee (Business 
Law section of the American Bar Association) and Co-Chair of 
the CLE Committee of the National Bar Association 
Commercial Law Section. Andrew is a past Chair of the 
Toronto Computer Lawyers Group.  
  

  
 
 
 

Ted Claypoole - Ted.Claypoole@wbd-us.com  
 
Ted Claypoole leads the Womble Bond Dickinson IP 
Transaction Team. Ted is past chair of the American Bar 
Association’s Cyberspace Law Committee in the Business 
Law Section and was Vice Chair of the ABA Task Force on AI 
and Law. He is co-author with Theresa Payton of two books 
titled Privacy in the Age of Big Data and Protecting Your 
Internet Identity: Are You Naked Online? Ted has 
assembled, edited and co-written a book called The Law of 
Artificial Intelligence and Smart Machines and has a new 
book coming Spring 2024 called Think Like a Lawyer About 
AI.  
 
 

 
 
 
 
 
 
 
 
 
 
 



 
 
William Denny - wdenny@potteranderson.com 
  
Bill Denny is a partner at Potter Anderson & Corroon LLP in 
Wilmington, Delaware.  His business and litigation practice 
focuses on commercial transactions, vendor management, 
data privacy, cybersecurity and information technology.  He 
is a Certified Information Privacy Professional (CIPP/US) and 
a Certified Information Privacy Manager (CIPM) through the 
IAPP.  Bill is a former member of the ABA Cyber Security 
Legal Task Force, former chair of the Delaware State Bar 
Association’s Ethics Committee, and a member of the 
Business Section’s Cyberspace Law Committee. 
 
 
 
 

 
 

 
Lewis Dolezal, Jr. - lewis.dolezal@gmail.com  
 
Lewis is an attorney in Marysville, Ohio, who focuses his 
practice on corporate matters including antitrust, banking, 
technology, and real property matters. 
 
 
 
 
 
 
 
 

 
 
 
 

Jon M. Garon – garon@nova.edu 

Jon Garon is Professor of Law and Director of the Intellectual 
Property, Cybersecurity, and Technology Law program at Nova 
Southeastern University Shepard Broad College of Law, 
teaching Constitutional Law, Contracts, Privacy Law, 
Entertainment Law, and many other courses. He is a nationally 
recognized authority on entertainment law, copyright, 
information privacy, technology regulation, and free speech. 
He has published over 50 books, book chapters, and academic 
articles, and he has presented at more than 200 programs. A 
Minnesota native, he received his bachelor’s degree from the 
University of Minnesota in 1985 and his juris doctor degree 



from Columbia University School of Law in 1988. Professor Garon served as dean for NSU’s Shepard Broad 
College of Law 2014-2020, providing strategic leadership on programming, curriculum, enrollment 
management, marketing, and finance. Prior to joining Nova Southeastern University in 2014, Garon 
was the inaugural director of the Northern Kentucky University Salmon P. Chase College of Law, 
Law + Informatics Institute, serving from 2011-2014. The Law + Informatics Institute works to 
integrate specialized courses and training on technology and information systems across legal 
disciplines. He also served as dean and professor of law at Hamline University School of Law in St. Paul, 
Minnesota from 2003 to 2008 and interim dean of the Graduate School of Management from 2005 to 2006. 
Before Hamline, Dean Garon taught Entertainment Law and Copyright at Franklin Pierce Law Center in 
Concord, New Hampshire and Western State University College of Law in Orange County, California. 

 
Andrew “Drew” Hinkes - AHinkes@winston.com  
 
Andrew “Drew” Hinkes focuses his practice on digital 
assets, advising financial services clients from startups to 
multinational corporations on a wide range of matters 
including securities regulation, payment systems and 
money services business regulation, lending and staking, 
secured transactions including digital assets as collateral, 
structuring and governance of DeFi protocols and similar 
applications, anti-money laundering compliance, non-
fungible tokens, stablecoins and other related 
technologies. Drew has played a significant role in shaping 
legal standards for the industry, notably through his work 
with the Uniform Law Commission, where he contributed 
to the 2022 Amendments to the UCC, which integrate 
digital assets as controllable electronic records. Drew is a 

frequent speaker and writer on topics related to digital assets, with a particular focus on 
decentralized ventures, insolvency and digital assets, and regulation of digital assets, and is 
frequently quoted for his insights into digital assets and regulation, including features or quotes 
by The New York Times, Bloomberg, American Banker, MIT Technology Review, Time, Barrons, 
and CoinDesk, among others. Additionally, Drew is a co-author of Digital Assets and Blockchain 
Technology: US Law and Regulation (Elgar 2020), a first-of-its-kind legal textbook designed for 
law and other graduate-level students. 
 
 
 



Sarah Jane Hughes - sjhughes@indiana.edu  
 
Sarah Jane Hughes is a University Scholar and Fellow in 
Commercial Law at Indiana University Bloomington 
Maurer School of Law. She is also a nationally recognized 
expert on payment systems (domestic, international, 
Internet banking, wire transfers, checks, embezzlement, 
and credit cards); public and private methods to deter, 
detect, and prosecute domestic and international money 
laundering; and consumer protection and financial 
privacy. She received her A.B. from Mount Holyoke 
College and her J.D. from the University of Washington. 
 
 
 
 

 
 
 

Katy Keohane -  katyk@safeguardprivacy.com  
 
Katy Keohane, CIPP-US, serves as Associate General 
Counsel for SafeGuard Privacy in New York. Katy 
previously held various positions within the Rye City 
School District from June 2010 to April 2020, including 
being an Elected Board of Education Trustee, President of 
the Board of Education, and Vice President of the Board of 
Education. Katy also worked as a National Certified Trainer 
at Vote Run Lead, a nonpartisan organization dedicated to 
empowering women in politics, from November 2018 to 
March 2020. 
 
 
 
 

 
 
Tom Kierner - tkierner@paypal.com  
  
Tom Kierner is Senior Counsel at PayPal, Inc. He 
previously as served as an attorney with Womble Bond 
Dickinson LLP in Atlanta and as corporate counsel to 
several fintech companies. He holds a JD from Indiana 
University Bloomington. 



 
Josh Lida - joshua@joannhoffman.com   
 
Josh’s practice focuses heavily on the art world as well as 
Web3 where he regularly educates and consults with 
attorneys and or non-attorneys on non-fungible tokens. 
His practice included all facets of litigation and 
transactional work assisting small businesses, 
individuals, and artists with their legal issues. Josh has 
presented on the topic of NFTs and blockchain with 
various organizations including the Broward County Bar 
Association, the Broward County Cultural Division, the 
American Bar Association’s Section of Intellectual 
Property Law, and Nova Southeastern University Shepard 
Broad College of law. Josh is also active in the Local Legal 
Community where he is a board member of the Young 
Lawyer’s Section for the Broward County Bar Association. 
He regularly appears on the BCBA’s YouTube podcast 

discussing various emerging fields of the law including NFTs and artificial intelligence. 
 
 

Lisa R. Lifshitz - llifshitz@torkinmanes.com  
  
Lisa R. Lifshitz is a partner at Torkin Manes LLP in Toronto 
and is the founder and leader of Torkin Manes’ 
Technology and Privacy & Data Management Groups, 
with a practice that specializes in the areas of information 
technology, privacy and cybersecurity, and business law. 
Lisa has particular expertise in preparing and negotiating 
technology agreements, including Internet-related, m-
commerce and e-commerce agreements, cloud 
computing agreements, outsourcing, system acquisition, 
and master services agreements. Lisa also provides 
technology-related advice on IoT, AI technologies, 
blockchain and open source matters. Lisa has 
considerable experience helping non-Canadian 
companies, especially American entities, create 
appropriate legal agreements for their entry into the 

Canadian marketplace. Lisa also practices in the area of privacy and data management, advising 
both Canadian and international clients on compliance with Canadian privacy and cybersecurity 
requirements. She routinely advises clients on trans-border data transfers, data breach 
management, and privacy/cybersecurity compliance in transactions and otherwise.  Lisa co-chairs 
the Cyberspace Committee’s AI and Robotics Subcommittee and is currently the Content Officer 
for the BLS. 
  



 
Jessica Neer McDonald - jessica@neermcd.com  
 
Jessica Neer McDonald, Esq. provides legal counsel on 
brand protection and creative content.  From application 
to registration, in licensing or enforcement, she has 
represented clients across a variety of industries on 
intellectual property issues. She draws from her 7+ 
years of experience counseling clients, negotiating and 
drafting contracts, litigating in the Trademark Trial and 
Appeal Board and federal courts, and customizing global 
brand strategy.  Moreover, her background in local, 
state, and federal government, including service as a 
General Counsel, enable swift navigation of regulatory 
landscapes. Named a Super Lawyers® Rising Star 2020-
2023, Jessica serves as director for Federal Bar 
Association, South Florida Chapter, and a member of the 
International Trademark Association, Internet Law 
Committee among her many other outreach activities. 
 
 

 
 
 

Lois D. Mermelstein - lois@loismermelstein.com  
  
Lois Mermelstein is an attorney in McDermott Will & 
Emery’s Austin office. She focuses her practice on 
patent matters, including patent prosecution and 
litigation. She primarily handles inventor meetings, new 
applications, responses to office actions, and Patent 
Trial & Appeal Boad appeals, and advises clients on their 
prosecution strategies. Lois has extensive experience 
across a diverse group of technologies, including 
quantum computing, machine learning and artificial 
intelligence, semiconductors, and computer hardware 
and software. Lois co-chairs the Cyberspace 
Committee’s AI and Robotics Subcommittee and is 
chair-elect of the ABA Science and Technology Law 
Section. 
  

 
 
 
  



 
 
 
Stephen T. Middlebrook  - steve@middlebrook-llc.com  
  
Stephen T. Middlebrook is a principal at Middlebrook LLC. 
Previously, he was general counsel to two FinTech 
companies and senior counsel at the U.S. Department of 
the Treasury.  Steve advises clients on a wide array of 
legal issues arising from the intersection of technological 
innovation and financial services. He has more than 20 
years of experience helping clients navigate complex 
regulatory and compliance matters, including licensing, 
consumer protection, anti-money laundering, data 
privacy and security. He has helped clients interact with 
regulators at the state and federal level. In addition, he 
has assisted businesses in negotiating agreements for 
strategic relationships.   

 
 
 

John Rothchild - jrothchild@wayne.edu  
 
John Rothchild has been a member of the Wayne Law 
faculty since 2001, and since 2019 has served as the 
university’s Chief Privacy Officer. From 1991 to 2001, he 
was an attorney at the Federal Trade Commission's Bureau 
of Consumer Protection, specializing in law enforcement 
efforts addressing Internet-based fraud and online 
compliance issues. For several years he led the 
Commission's international consumer protection program. 
Professor Rothchild served as chair of the Organization for 
Economic Cooperation and Development's Consumer 
Protection Guidelines Project, which developed guidelines 
for controlling fraudulent and misleading conduct in 
electronic commerce. He also served as a member of the 
U.S. delegation to the OECD's Committee on Consumer 
Policy, and of the U.S. delegation to the International 
Marketing Supervision Network. 
 
 
 

 
 
 
 



Michael Simon - michael.simon@lawplusdata.com  
 
Michael Simon, CIPP-US/E, CIPM, is an attorney and 
owner of Law Plus Data, LLC, a boutique domestic and 
international law firm focused on Privacy, AI, and 
Electronic Discovery issues.  Law Plus Data leverages 
Michael’s unique skill set with technology and his 
experience in managing data scientists to solve client 
problems with data.  Michael is co-chair of the ABA 
Business Law Section subcommittee on Consumer 
Privacy and Data Analytics. Michael is also the 
Principal of Seventh Samurai, LLC, a legal technology 
consulting firm, and serves as an expert on complex 
eDiscovery data issues for law firms, corporations, and 
government.  Michael is a Fellow at ForHumanity, an 
international public interest group that provides audit 
criteria and governance frameworks to assure the safe 
use of AI, currently helping to co-lead ForHumanity’s 

working group to develop Financial Services risk management criteria that will harmonize SR 11-
7, fair credit, and fair housing regulations with the newly-enacted EU AI Act.  He is also a member 
of the Board of Directors for the International Digital Workers Initiative, which seeks to develop 
standards for the proper use digital employees. 
  
 

 
Daniel Tramel Stabile – DStabile@winston.com  
 
Daniel is a Partner at Winston & Strawn LLP in Miami 
and co-chair of the firm’s Digital Assets and Blockchain 
Technology Group and is a leading attorney in the 
digital asset sector. He advises banks, broker-dealers, 
FinTechs, and digital native businesses regarding 
digital assets and represents them in related 
investigations and disputes. Daniel also advises 
government officials and regulators on digital asset 
technology and regulation, and previously was 
appointed as the vice chairperson of the Miami-Dade 
County Cryptocurrency Task Force. Since 2018, Daniel 
has taught a popular course on blockchain and digital 
asset regulation at the University of Miami Law School. 
He speaks regularly on digital currency regulation in 
various forums domestically and abroad. Additionally, 
Daniel is the co-author of Digital Assets and 
Blockchain Technology: US Law and Regulation (Elgar 
2020), a first-of-its-kind legal textbook designed for 
law and other graduate-level students. Daniel also 
represents financial institutions and other businesses 
in controversy matters, including government 
investigations and enforcement actions, arbitrations, 

and civil litigations. He has significant experience as lead counsel in complex arbitrations before 
JAMS, the Financial Industry Regulatory Authority, and the American Arbitration Association. 
 
 



 
 
Susan Hayes Stephan, J.D., LL.M.- 
stephash@ucmail.uc.edu 
 
Susan Hayes Stephan serves as director of the Master 
of Legal Studies program at the University of 
Cincinnati College of Law. She has taught as an 
adjunct law professor since 2001 in areas including 
antitrust, privacy, information security, intellectual 
property, administrative law, workers’ compensation, 
labor and employment, pretrial skills, alternative 
dispute resolution, and law and economics. Stephan 
practiced law beginning in 1992, with a focus on legal 
challenges involving intellectual property, e-
commerce and the Internet, privacy and data 
security, employment, workers’ compensation, and 
general corporate legal matters on behalf of 
individual and business clients. 
 
Stephan received an LL.M. in IT law from the 
University of Edinburgh, a J.D. from the Mitchell 
Hamline School of Law, a master’s degree in 
interdisciplinary studies from New York University, a 
bachelor’s degree from Northwestern University, and 
a Certificate in Online Distance Education from the 
University of Minnesota. 

 
 

 
Heidi Howard Tandy- 
htandy@bergersingerman.com  
 
Heidi Tandy is a partner in Berger Singerman’s Miami 
office. Board Certified by The Florida Bar in 
Intellectual Property Law and a Member of the Bar of 
the Supreme Court of the United States, Heidi has 
more than twenty five years of experience. Heidi has 
handled corporate, licensing and litigation matters 
involving the internet, social media, privacy, 
intellectual property and tech law issues, for large 
and small corporate clients and individuals, from 
retail stores to groundbreaking online content 
creators, as well as hotels, restaurants, jewelry 
designers, educators, podcasters, website and app 
developers, novelists, theatrical producers and an 
Emmy-award winning makeup artist. She’s worked 

with content creators, technology builders, individual business owners, and large corporations to 
successfully protect websites, apps, copyrights and trademarks. Since the 1990s, Heidi’s work has 
included the creation of terms of service and privacy policies and best practices, as well as creating 
website accessibility policies and general internet policies and procedures for companies such as 
The Bump, the Organization for Transformative Works and Delivery Dudes. Heidi Tandy has filed 
hundreds of trademark applications, litigated before the Trademark Trial and Appeal Board, the 



World Intellectual Property Organization and in federal and Florida courts, created and negotiated 
license agreements and assignments, and protected the rights of clients around the world.  
 
 

Steven W. Teppler – steppler@mblawfirm.com  
 
Steven Teppler, CDPSE is a Partner and Chair of 
Mandelbaum Barrett PC’s Privacy and Cybersecurity 
practice group, as well as our Chief Cybersecurity 
Legal Officer. Steven focuses his practice on pro-
active, preventive and remedial cybersecurity and 
privacy work for clients, as well as advising on 
potential class action and mass tort liability arising 
from security vulnerabilities and code defects in 
technology-enabled devices and services. Steven is 
an ISACA Certified Data Privacy Solutions Engineer 
(CDPSE), who has been at the forefront of 
cybersecurity, data privacy and eDiscovery matters 
since 2000, and has extensive technology, 
blockchain and class action litigation experience. He 
also has deep hands-on experience stemming from 
his work to secure six cryptography patents, and his 
role leading a content authentication technology 

startup. Steven is a leader in the field of data privacy and cybersecurity, who publishes the blog 
Litigation Intelligence, and teaches Electronic Discovery and Cybersecurity Law at Nova 
Southeastern University’s Shepard Broad College of Law. 
 
 

Roland Trope -  rltrope@tropelaw.com  
 
Roland Trope is a partner in the New York City offices 
of Trope and Schramm LLP and an Adjunct Professor 
in the Department of Electrical Engineering and 
Computer Science at the U.S. Military Academy at 
West Point. He is currently the Co-Chair of the ABA 
Cybersecurity Legal Task Force, a member of the ABA 
Task Force on Law and Artificial Intelligence, Vice-
Chair of the Intellectual Property Committee for the 
ABA Public Contracts Law Section and Co-Host for the 
ABA sponsored podcast series, Mind the Gap: Dialogs 
on Artificial Intelligence (available at 
https://www.mindthegapdialogs.com/episodes). Mr. 
Trope has a national security practice in which he 
advises on government procurement, protection and 
licensing of intellectual property under government 
contracts, cross-border tech transfers, export 
controls, Economic Sanctions Regulations, anti-
corruption laws, reviews by the Committee on 
Foreign Investment in the United States (CFIUS), 
determinations of foreign ownership, control, and 
influence (FOCI), cybersecurity and artificial 
intelligence. 

 



 
 
Franklin L. Zemel – franklin.zemel@saul.com  
 
Franklin is a Partner at Saul Ewing LLP in Miami, 
where he focuses cybersecurity and privacy law, 
First Amendment and civil rights litigation, complex 
business litigation, and appellate law. Franklin 
represents large and small businesses, 
manufacturers, and religious entities in South 
Florida and has several significant reported cases. 
 


